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Chapter 01.
EBP & EBSI



European Blockchain Partnership (EBP)



European Blockchain Services Infrastructure



European Blockchain Services Infrastructure

EBSI is based on open standards



Designed for citizens, benefits for issuers and verifiers

Same user experience across domains



Chapter 02.
Digital credentials: quick 
reality check



EC, Europe, Education is complex

+ MSs’ sovereignty



We learn throughout the course of our life.



Credentials are part of our daily life.



When someone claims something, we want to verify it.



The verification, today.

As per today it is costly, uses the “phone home” method … non-convenient for anyone



Imagine, we can do this 
today without giving 
our data to a platform
We can use Web3 technologies 

such as Digital Wallets, Verifiable 

Credentials and Electronic 

Ledgers (Blockchain) to achieve 

the same



Chapter 03.
New paradigm for 
education & 4 key 
elements



Do you believe that the learning belongs to the learner?

… I do!



We’re entering a new information age



We’re entering a new skills age

• The European Commission is proposing a Pact for Skills as a new 
engagement model for skills that will help meet COVID-19 challenges 
and deliver on the ambitions of the recovery pathway, the EU Industrial 
Strategy and the green and digital transitions.

• Skills are key for the future. There is a growing need to learn and keep 
on learning in order to thrive

• HEIs can (and MUST) play a key role

• Value current offering (mostly based on full programmes)

• Up/Re-skilling the workforce (due to Digital transition and Green deal)



Different trends/challenges bring opportunities for educational 
institutions (and citizens)



EBSI since 2019 worked on 4 interoperability dimensions 
(educational domain)



Interoperability: Legal dimension

SSI legal aspects
• EBSIv1 legal report available (SSI eIDAS & GDPR)

Ongoing dedicated Educational UC’ assessment: 
• Legal
• Privacy/GDPR
• Special focus on 2 key points

• Identity  eiDas LoA

• Data as legal binding act  National legislation applies

https://ec.europa.eu/cefdigital/wiki/display/CEFDIGITALEBSI/Legal+Assessment+Reports


Interoperability: Technical dimension

Verifiable credentials will be for information as 

containers were for maritime sector 



Interoperability: Semantic dimension

• Unique opportunity at EU level: European Learning Model, but proper governance must 
be in place (DG-EAC, MSs, EQAR, EMREX shall be in the ELM board)



Interoperability: Educational governance
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to provide Quality
 assurance accreditations 

based on DEQAR

To do not go deeper into 

technicalities, current governance 

(actors, roles, information systems) 

can be seamlessly integrated to fill 

the trusted lists (registries) that will 

allow anyone to check provenance, 

entitlement, authorization to act, 

accreditation, etc.



The 4 key elements that enable a new paradigm where 
information is easy to verify, almost impossible to fake and 
controlled by citizens. 

A new way of 

expressing

information
Metadata 

Claims

Proofs (signatures)

Effective control 

point over digital 

credentials on the 

citizen's device (under 

their sole control)

An open/transparent 

infrastructure providing 

services able to support 

educational governance 

including quality 

assurance regimes

European trust 

framework:

eIDAS1 – Identity

eIDAS2 – Identity & data



1. New eIDAS Regulation

•  egotiation of t e proposal for t e revision of t e eI AS regulation underpinning t e EU I  ramework

 egislati e  rocess

• Member States and t e Commission are in t e process of establis ing a common tool o consisting of an 
architecture and reference framework,common standards and specifications and guidelines and best 
practices for t e EU I 

Wallet  echnical Specifications

•  rants under t e  igital Europe  rogramme for large scale pilots around use cases for t e EU I  
including mobile driver licences  e ayments  eHealt  and educational professional  ualifications

 arge scale  ilots

•  rocurement of a reference implementation of t e EU I  based on t e tec nical specifications agreed 
by t e toolbo  

Wallet Reference Implementation

Latest news! => 8 November 2023

The Commission welcomes the final agreement reached 

today by the European Parliament and the Council of the EU 

at the final trilogue on the Regulation introducing European 

Digital Identity Wallets



1. New eIDAS Regulation – Highlights I

• Natural and legal persons

• Public and private sector

• All MS are mandated to issue compliant European Digital Identity Wallets 
(EUDIW), up to the citizens to use it 

• All MS are mandated to issue Personal identification data (PID) to EUDIW

• That these solutions are linked to a variety of attributes and allow for the targeted 
sharing of identity data limited to the needs of the specific service requested.

• The user shall be in full control of their identity(es) and data. 

• The issuer of the EUDIW shall not collect information about the use of the 
wallet



1. New eIDAS Regulation – Highlights II

•Obligation of admission 

•by public sector bodies and by private providers

•by very large online platforms that require authentication for access

•Cross border recognition principle: 

•A qualified electronic attestation of attributes issued in one Member State shall be 
recognised as a qualified electronic attestation of attributes in any other Member State.

•An attestation of attributes issued by or on behalf of a public sector body responsible for 
an authentic source shall be recognised as an attestation of attributes issued by or on 
behalf of a public sector body responsible for an authentic source in all Member States.



2.  he Wallet as the “de facto” container of the Indi idual's 
Learning Record
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EARLY CHILDHOOD

The wallet is the real container for the 
Individual Learning Record (ILR)



3. The Role of Verifiable Credentials (VCs) in Education

What does it contain?

Proof (signature of Issuer)

Credential Metadata

Claim(s)

Verifiable credentials are the standardized way on how to pack, transport and unpack the information



3. VC’s ena le a more fle i le education ecosystem



4. The role of the Electronic Ledger

Issuer Holder Verifier

Verifiable Credential Verifiable Presentation

EU Digital wallet

Register of Issuers

Public Keys of Issuers

Status List (*)

Issuance of Presentation of

Storage in

Verify Issuer’s aut enticity and

accreditation status 

(without contacting the issuer)

• Supports existing Educational and professional qualifications, titles and 

licenses governance at ALL MSs

• Supports for Quality assurance regimes accreditation governance and 

accreditation model

• Easily find Trusted Accreditation/Authorisation Organisations

• Easily find provenance for Trusted Issuers (per type/level of education)

• Easily manage Trusted pseudonyms (DIDs) for Legal Entities

• Easily find and verify against Trusted schemes

• Verify credentials’ status in a pri acy enhanced way VC Status 

framework (credential lifecycle)

Access through EBSI 

Open Standardized 

APIs



Collective impact of legislation, trusted ledgers (EBSI), Wallets, 
and verifiable credentials on European education.

Aligned to (VALUE FOR EDUCATION):

• EU Digital Strategy

• EU Data Strategy

• EU digital credentials action plan

• EU Digital action plan

• Europass decision

• Europass Digital Credentials

• European education area

• European research area

• European universities initiative

• European skills agenda

• Individual Learning Record

• eIDas trust framework

• GDPR

• Once only principle (enabling the citizens perspective)

• State of the Union address (091620) and European 

Council Conclusions (100220) for both, identity and data

• European Declaration on Digital Rights and Principles 

for the Digital Decade

• eIDAS 2

 

 

 

  

                   

                 

                                    

                  

               

                                     
                                    



Chapter 04.
It’s a reality  it’s being used 
and EQAR is contributing 
to it



EQAR’s contri ution I

• European Blockchain Partnership representatives (All MS+LI+NO+UA) agreed for 
EQAR to act on be alf of  ational Agencies as proposed by EBSI’ Educational Use 
Case

• Each university creates and manages its own pseudonym (decentralized identifier -
DID) and shares it to EQAR (that manages its own DID)

• EQAR, based on DEQAR records, generates Verifiable Accreditations either at 
institutional and/or programme level

• Universities can include related accreditation inside the credentials

•  rogramme’ credential is issued to t e citizen t at  later  can s are it wit  t ird parties 
(w en applying for job  on enrolment processes  …)



EQAR’s contri ution II – How does it look like for EQAR?

EQAR’s pseudonym and  EQAR

1. EQAR created a pseudonym (owned and managed by EQAR) stored in the Electronic 
Ledger. Any accreditation or authorisation is linked to that pseudonym (DID), and 
anyone can check for provenance and entitlement

"issuer": "did:ebsi:zk4bhCepWSYp9RhZkRPiwUL"

2. DEQAR takes advantage of DEQAR to:

• Accredit national quality assurance agencies to recognize regional ones

• Accredit national or regional quality assurance agencies to issue quality accreditations 
to HEIs

• Issue, on behalf of national or regional agencies, quality assurance accreditations to 
HEIs



EQAR’s contri ution III – How does it look like for HEIs?

URV pseudonym at EQAR’s  EQAR

URV’s pseudonym 



EQAR’s contri ution IV – How does it look like for HEIs?

Programme accreditation EQAR’s  ecentralized Identifier

URV’s  ecentralized Identifier

Programme description including 

“positi e” decision  ased on 

DEQAR



It’s a reality: MS & organisations are already working on it



It’s a reality: focus on European Uni ersity Alliances



It’s a reality: focus on Spanish uni ersities

CERTIDIGITAL Project CAMINS Project CREDENCIALES Project

Projects funded by Spanish Ministry of Universities



Chapter 05.
How does it look like form a 
citizens’ perspecti e?



Live demo



Reminder => What’s  ehind the scenes? 
EBSI a public infrastructure for the public good



Chapter 06.
Key takeaways



Key takeaways - I

• Need to provide more flexibility for education
• from degrees to including skills
• open education (transparency) will be key, open accreditation will play a key role
• empowered citizens must be the focus

• What EBSI provides?
• a service infrastructure led by public sector fully aligned to EU values, 

principles, laws, strategies and actions plans, for the public good
• an open technical stack that provides flexibility for education, and capacity to 

to issues, manage and verify digital credentials’ lifecycle including credential 
stackability

• an open framework to deploy existing educational governance, including 
quality assurance regimes

• an open/common source for trust (provenance, entitlement, accreditation, ..)
• a common standardized way on how to exchange data with citizens in full 

control of their identity and data
• a natural way to verify credentials in the past (thanks to ledger capabilities)



Key takeaways - II

• What EBSI is not
• A crypto blockchain: uses low power algorithms and only authorised entities can write on-chain
• A storage for issued credentials: no personal data is stored on-chain

• Why does it matter?
• Evolve exiting services to focus on citizens is a MUST for all HEIs: HEIs need to evolve/adapt their services 

to be consumed as citizens expect (their choose, their times)
• eIDAS review
• Extends from identity to electronic attestations of attributes (EAAs)
• Public and private sector, natural and legal entities, ALL MS mandated to provide national wallets and Personal 

Information Data (PID) to citizens
• includes electronic ledgers (EBSI supported)
• Annex 6 identifies explicitly educational credentials and professional qualifications, titles and licenses
• legal agreement (reached on November 8th, 2023) MSs are mandated to apply eI AS  y 1Q’ 2026

• Digital Credentials for Europe (DC4EU), eIDAS Large Scale Pilot (LSP) for Educational credentials, 
professional qualifications titles and licenses, re-uses all work and knowledge done by MS in EBSI

• Wallet is a killing application and the natural way for digital natives to interact to digital services

• EQAR is more than well positioned: EQAR's vision has put them (EQAR and all 
agencies) on the front line, more than well prepared for the new paradigm



FAQs ( ased on  ranada’s meeting interactions)

1. Do an organization/member state need to host a node to start using EBSI?
• Answer: No, any organization/Member state can start using EBSI without hosting a node

2. Are credential stored on chain?
• Answer: No, new paradigm provides a new model fully empowering citizens that own, control and host its digital credentials. Digital 

                       y               z  ’         .

3. Does EBSI contains personal data?
• Answer: No, no personal data is stored on-chain (EBSI is fully aligned by design to GDPR)

4. Can national agencies issue quality assurance accreditations to its related organisations?
• Answer: Sure, governance model allows also national agencies to issue quality assurance accreditations (both, at institutional and 

programme level). Just be aware that EQAR can provide the service on your behalf as it is using the DEQAR database and developed
the required integrations (so no need to develop/maintain on your side)

5. Why do we need an electronic ledger?

• Answer: Using an electronic ledger adds added value to digital credentials lifecycle like, for example, be able to verify in the past even 
if the signing certificate/key has expired. It also provides an open and transparent way to provide/check provenance and entitlement 
for issuers. Detailed list can be provided

6. Should EQAR be onboarded in DC4EU?
• Answer: Using an electronic ledger adds added value to digital credentials lifecycle like, for example, be able to verify in the past even 

if the signing certificate/key has expired. It also provides an open and transparent way to provide/check provenance and entitlement 
for issuers. Detailed list can be provided



Relevant references

- Contact information lluisalfons.arino # urv.cat

- Relevant references

European identity landing page
https://commission.europa.eu/strategy-and-policy/priorities-2019-2024/europe-fit-digital-age/european-digital-
identity_en

EBSI website
https://ec.europa.eu/digital-building-blocks/wikis/display/EBSI/Home

EBSI YouTube demo day
https://youtu.be/DDkhnK202z4?si=lLaZaVhnc31lyyGT

DC4EU landing page
https://www.dc4eu.eu

mailto:lluisalfons.arino@urv.cat
https://commission.europa.eu/strategy-and-policy/priorities-2019-2024/europe-fit-digital-age/european-digital-identity_en
https://commission.europa.eu/strategy-and-policy/priorities-2019-2024/europe-fit-digital-age/european-digital-identity_en
https://ec.europa.eu/digital-building-blocks/wikis/display/EBSI/Home
https://youtu.be/DDkhnK202z4?si=lLaZaVhnc31lyyGT
https://www.dc4eu.eu/



	Slide 1
	Slide 2
	Slide 3: Agenda
	Slide 4
	Slide 5
	Slide 6
	Slide 7
	Slide 8
	Slide 9
	Slide 10
	Slide 11
	Slide 12
	Slide 13
	Slide 14
	Slide 15
	Slide 16
	Slide 17
	Slide 18
	Slide 19
	Slide 20
	Slide 21
	Slide 22
	Slide 23
	Slide 24
	Slide 25
	Slide 26
	Slide 27
	Slide 28
	Slide 29
	Slide 30
	Slide 31
	Slide 32
	Slide 33
	Slide 34
	Slide 35
	Slide 36
	Slide 37
	Slide 38
	Slide 39
	Slide 40
	Slide 41
	Slide 42
	Slide 43
	Slide 44
	Slide 45
	Slide 46
	Slide 47
	Slide 48
	Slide 49
	Slide 50
	Slide 51

